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1. Introduction

This Privacy Policy (henceforth referred to as the "Policy") outlines the guidelines and internal 
policies that Any-page.io (henceforth referred to as the "Company", "we", or "our") follows while 

processing and safeguarding user personal data. In accordance with the guidelines of Regulation 

(EU) 2016/679 (General Data Protection Regulation, or GDPR), we seek to guarantee the 

confidentiality and security of data for every person utilizing Any-page.io services. 

2. Definitions

• "Company" or "we": administrator of site Any-page.io.

• "User": a person or organization that makes use of Any-page.io services.

• "Services": scope of services provided through the site Any-page.io.

• "Personal Data": information that can be used to identify or locate a natural person.

• "GDPR" - Regulation (EU) 2016/679 of the European Parliament and Council of April 27, 2016, 
on the free movement and protection of personal data and the protection of natural people with regard 
to its processing.

3. Gathering and Using Personal Information

3.1. We gather and handle user personal data in line with legal requirements, this policy, and the 

GDPR. 

3.2. The following are some examples of the categories of personal information we might gather:  

• Personal information, such as name, date of birth, and PIN.

• Contact information, including phone number and email address.

Data from identification documents, such as number, date of issuance, date of expiration, etc. 

• Transaction data: information on the transfer, such as the date, amount, sender, and receiver.

4. Objectives of Processing Personal Data

The following are the reasons we process user personal data: 

• Adherence to legal obligations, such as those pertaining to money laundering and the fight

against terrorism financing.

• Fulfilling the terms of the User's and Company's contract.

• Offering services and enhancing the user experience.

• User preference analysis for marketing and service optimization.

5. User Authorization

5.1. The GDPR requires user consent for some data processing actions. We ask for permission to 

use personal information for targeted marketing campaigns, among other uses. 

5.2. The User may revoke their consent at any moment by getting in touch with the contacts listed. 



6. User Rights

The User has the following rights concerning their personal data in accordance with GDPR: 

 Right to access data and obtain a copy of their data.

 Right to rectify incorrect data.

 Right to erasure of data (subject to legal requirements)

 Right to restriction of data processing.

 Right to data portability to another processor.

 Right to object to data processing.

7. Making Certain Security

In compliance with GDPR, we put in place suitable organizational and technological safeguards to 

guarantee the privacy, accessibility, integrity, and security of personal data. 

8. Disclosure of Private Information

In accordance with GDPR regulations, we may release Users' personal data to partners, public 

authorities, and service providers.  

9. Modifications to the Rules

We maintain the right to amend this Policy at any time. Users will be informed of any changes. 

10. Contacts

Please email sales@any-page.iowith any inquiries, requests, or grievances you may have about 
how your personal data is processed.
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